
Access and Dissemination of CJI/CHRI 

Test Questions 

1. CJI stands for:  
a. Colorado Judicial Intelligence 
b. Criminal Justice Intelligence 
c. Colorado Justice Information 
d. Criminal Justice Information 

2. CHRI stands for:  
a. Criminal History Record Index 
b. Criminal History Record Information 
c. Computerized History Revealed Immediately 
d. Colorado Hot Files and Record Intelligence 

3. Title 28, Part 20 of the Code of Federal Regulations (28 CFR 20) serves as the regulation that 
guides the access and use of: 

a. CJI and CHRI 
b. Criminal Intelligence Data 
c. Personally Identifying Information (PII) 
d. DMV Data 

4. Under what condition(s) can CHRI be accessed? 
a. For the administration of criminal justice 
b. Pursuant to a fingerprint based background check 
c. To screen liquor license applicants in CCIC 
d. A and B 
e. All of the Above 

5. If your agency receives a subpoena for CCIC data that isn’t already in a case file, what do you 
do? 

a. Conduct the query and provide them with the data requested.  
b. Provide them with a document that summarizes the CCIC data.  
c. Shred the subpoena. 
d. Refer them to the CBI, who is the custodian of CCIC records.  

6. You are allowed to disclose the existence of a record in NCIC Restricted Files. 
a. True 
b. False 

7. The Wanted Person file is designated as a ________________ File in NCIC. 
a. Restricted 
b. Non-Restricted 

8. The Violent Person file is designated as a ______________________ File in NCIC. 
a. Restricted 
b. Non-Restricted 

9. DMV Information is not considered CJI as long as it’s accessed through CCIC. 
a. True 
b. False 



10. Medical Marijuana Patient Status accessed through CCIC is Public Health information; therefore, 
you can query it and release it to the public. 

a. True 
b. False 

11. Accessing or disseminating CJI for an unauthorized purpose is known as: 
a. Discovery 
b. Misuse 
c. Routine 
d. Frivolity 

12. It is permissible to let someone use your OSN for access to CCIC as long as you log in for them 
(gotta keep that password secure). 

a. True  
b. False 

13. The purpose of the CCIC Declaration of Understanding is for CCIC users to acknowledge that: 
a. They will not access CCIC/NCIC for personal use. 
b. They will not query themselves or people known to them for personal interest. 
c. The CCIC system is for criminal justice purposes only. 
d. All of the above. 

14. Testing and training of CCIC should always be done in the Test system whenever possible. 
a. True 
b. False 

15. Only people who are new to using CCIC are prone to misusing it. 
a. True 
b. False 

16. Misuse of CCIC is serious, but never escalates to the level of permanently revoking someone’s 
access to the system. 

a. True 
b. False 

17. Who is typically responsible for reporting misuse to the CBI? 
a. County Commissioner 
b. CCIC Coordinator 
c. HR Liaison 
d. Front Desk Security 

18. Message Switching—using CCIC to send messages—is permissible for: 
a. Relaying messages pertinent to officer safety. 
b. Distributing details of a law enforcement fundraising event. 
c. Soliciting information from other agencies about potentially related cases. 
d. A and C 
e. None of the Above 

19. What form in CCIC is used to send a message? 
a. QW 
b. EM 
c. AM 
d. EIEIO 



20. To send a message to multiple recipients in CCIC, you would send the message to: 
a. An exchange server 
b. A broadcast code 
c. Each recipient individually 
d. The CBI Director 


